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4 May 2020

(U//FOUO) The information contained herein has been determined by the FBI to be pertinent to and within the 

scope of an authorized law enforcement activity and should be considered in the context of the assessment or 

predicated investigation to which the information relates. Particular attention should be given to the 

authorized purpose for collecting and recording this information pursuant to the Attorney General’s Guidelines 

for Domestic FBI Operations and the Domestic Investigations and Operations Guide. That purpose may be 

set forth in the file’s opening electronic communication or other related documents.
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FACILITY INFORMATION SHARING

ENGAGEMENTS

Personnel Status

Hail: NSTR

Farewell:  NSTR

IT Updates

• IT Updates have been suspended due to a lack of 

movement caused by the COVID-19 outbreak.

On Board Awaiting Arrival Identified

28 4 23

Partner Shared Documents

106 Current Period  |  97 Last Period  |  1,693 CY20 Total

CY20 RFI Status

Active RFI Status

Due within the Next 5 Working Days:

• NSTR

Past Due 5 Days Out 10 Days Out 30+ Days Out

0 0 0 4

Completed

• NSTR

Next Two Weeks

• NSTR

Next 30 Days

• NSTR

CY20 Total: 19
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(U) The following data is derived from the C3 Common 

Operating Picture (COP). The COP is located within 

the Explosive Reference Tool (EXPeRT) and requires 

SIPR or SIPR-REL to access.

http://expert.fbinet.fbi/expert2/Account/Login

or

https://tedac.fbi.sgov.gov/expert2

http://expert.fbinet.fbi/expert2/Account/Login
https://tedac.fbi.sgov.gov/expert2
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(U) Due to the COVID-19 outbreak, the FVEY community 

has instituted travel restrictions minimizing 

movement. The C3 is only reporting mission critical 

engagements while the FVEY community is in a 

restricted posture.
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The Americas

Data derived from the C3 Common Operating Picture (COP)- Deployment - Completed Deployment - Current/Upcoming Deployment

- Improvised Threat Event

Enduring Deployments: US-DoD-Labs: CAN Labs: UK-DSTL: UK Labs: US-FBI-WMDD: AUS Labs:

US-DoD-I2WD: US-FBI-TEDAC: US-FBI-Legat: US-DHS-CBP: US-DHS-HSI: UK-MPS-SO15: AUS-AFP: 

United States – 5 Colombia – 3 

Brazil – 1 Canada- 1 

Venezuela – 1 

Total Reported Events: 11 Last Reporting 

Period Total

CY20 Total

5

152

Counter Improvised Threat Community Highlighted Engagements
Total Engagements: NSTR

Date Organization Location Event

NSTR

Highlighted Events
Date Country City Count Summary

4/23/2020 Brazil
Marechal 
Hermes

1
Attempted robbery of a bank with IEDs reported in 

Marechal Hermes area of Rio de Janeiro, Brazil.

4/24/2020 Venezuela Valera 1
An explosive device was found near a hotel in Valera, 

Trujillo, Venezuela.

4/24/2020 United States Northfield 1

Officers from the Northfield Police Department (NPD) in 
Minnesota responded to reports of a suspected pipe 
bomb discovered at a park, and found a device that 
resembled a pipe bomb at the scene. NPD officers 

identified a suspect, and made contact with the suspect 
and his parent at their apartment. Upon further 

investigation, NPD officers discovered additional explosive 
devices and a makeshift lab inside the residence. The 

building was evacuated, and technicians from the St. Paul 
Police Department Bomb Squad responded to the scene 

to assist and render the scene safe for evidence collection.

4/27/2020 Colombia Munchique 1
Three killed and several injured after assailants open fire 

and throw explosives at park in Munchique area near 
Buenos Aires, Colombia.

4/29/2020 Colombia Lopez 1
Colombian army conducts raid against ELN in Lopez, 

Cauca, Colombia, seizing explosives, military materials and 
communications.

4/29/2020 Colombia El Tambo 1
Army seizes weapons and explosive materials after 

clashed with ELN Jose Maria Becerra front in El Tambo, 
Colombia.
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Europe – Africa

Data derived from the C3 Common Operating Picture (COP)- Deployment

- Completed Deployment - Current/Upcoming Deployment

- Improvised Threat Event

Somalia – 3 Egypt – 1 

France – 1 Germany – 1 

Total Reported Events: 6

Enduring Deployments: US-DoD-Labs: CAN Labs: UK-DSTL: UK Labs: US-FBI-WMDD: AUS Labs:

US-DoD-I2WD: US-FBI-TEDAC: US-FBI-Legat: US-DHS-CBP: US-DHS-HSI: UK-MPS-SO15: AUS-AFP: 

Last Reporting 

Period Total

CY20 Total

8

232

Counter Improvised Threat Community Highlighted Engagements
Total Engagements: NSTR

Date Organization Location Event

NSTR

Highlighted Events
Date Country City Count Summary

4/23/2020 Egypt
al-Mahalla al-

Kubra
1

A bomb disposal robot was seen successfully defusing a 
school bag containing a IED in al-Mahalla al-Kubra, 

Gharbia Governorate, Egypt.

4/24/2020 Somalia Baraawe 2

Al-Shabaab opened Ramadan with two car bombs 
targeting Ugandan forces at Baraawe Airport in Somalia. 
The first al-Shabaab car bomb exploded one kilometer 

from Baraawe Airport in Somalia, while the second 
exploded in a parking lot, damaging terminal windows as 
security forces stopped the attackers entering airport. A 
Uganda People's Defence Force spokesperson says no 

soldiers were injured in the attack.

4/24/2020 Somalia Mogadishu 1
One al-Shabaab militant killed, two injured when roadside 
IED they were planting explodes in Mogadishu, Somalia.

4/28/2020 Somalia Waramhan 1
IED explosions reported targeting Somali troops in 

Waramhan area in Lower Shabelle, Somalia.

4/29/2020 Germany Gelsenkirchen 1
Police find an explosive device at the residence of man 

suspected of shooting officer in Gelsenkirchen, Germany.
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Middle East

Data derived from the C3 Common Operating Picture (COP)- Deployment

- Completed Deployment - Current/Upcoming Deployment

- Improvised Threat Event

Syria – 13 Afghanistan – 10

Iraq – 8 Lebanon – 3 

Israel – 2 Turkey – 1

Yemen – 1  

Total Reported Events: 38

Enduring Deployments: US-DoD-Labs: CAN Labs: UK-DSTL: UK Labs: US-FBI-WMDD: AUS Labs:

US-DoD-I2WD: US-FBI-TEDAC: US-FBI-Legat: US-DHS-CBP: US-DHS-HSI: UK-MPS-SO15: AUS-AFP: 

Last Reporting 

Period Total

CY20 Total

45

683

Counter Improvised Threat Community Highlighted Engagements
Total Engagements: 1

Date Organization Location Event

2/19-5/18 TEDAC Pakistan Deployed Assets Program

Highlighted Events
Date Country City Count Summary

4/23/2020 Iraq Nineveh 1

Three ISIS militants killed, explosives and weaponry seized 
in security operation west of Nineveh, Iraq. Wires, 

explosive materials, three kilos of C4 material, foodstuffs, 
mattresses, and military clothes were all seized. 

4/23/2020 Yemen al-Jah 1
Two killed and eight injured after passenger bus strikes 

Houthi IED near al-Jah, Yemen.

4/27/2020 Iraq Mtaibija 1
Iraqi military says three hideouts, two tunnels and one 
IED-rigged boat destroyed following start of anti-ISIS 

operations in Mtaibija area of Saladin Governorate, Iraq.

4/28/2020 Syria Afrin 3

Afrin, Syria closed until further notice as a precautionary 
safety measure after three IED explosions hit the city in 
one day. A total of 52 killed and 60 injured in the first 

explosion, after an IED attached to oil tanker exploded in 
market in Afrin, Syria. The second explosion was felt near 

stadium in Afrin, Syria. The third explosion injured one 
after an IED was planted in a car. 

4/29/2020 Afghanistan Rishkhor 2

At least three civilians killed and 15 injured after suicide 
bomber detonates vest amid civilian gathering in Rishkhor 

area of Kabul, Afghanistan. A second explosion in PD16 
followed the earlier suicide bombing, injuring three.
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Asia – Southwest Pacific

Data derived from the C3 Common Operating Picture (COP)- Deployment

- Completed Deployment - Current/Upcoming Deployment

- Improvised Threat Event

Enduring Deployments: US-DoD-Labs: CAN Labs: UK-DSTL: UK Labs: US-FBI-WMDD: AUS Labs:

US-DoD-I2WD: US-FBI-TEDAC: US-FBI-Legat: US-DHS-CBP: US-DHS-HSI: UK-MPS-SO15: AUS-AFP: 

Australia – 1 India – 1 

Total Reported Events: 2

Last Reporting 

Period Total

CY20 Total

3

94

Counter Improvised Threat Community Highlighted Engagements
Total Engagements: NSTR

Date Organization Location Event

NSTR

Highlighted Events
Date Country City Count Summary

4/24/2020 India Konark 3

Three suspects threw three IEDs at the Konark residence 
of a regional television correspondent. The IEDs damaged 
a portion of the home’s outer wall, but no casualties were 

reported. A patrolling officer intercepted the suspects, 
who fled after threatening the officer with a firearm.

4/28/2020 Australia Melbourne 1

The Bomb Response Unit responded to a suspicious 
device found by a pedestrian near a sidewalk in 

Melbourne. The IED, described as a pipe bomb, was lying 
in the grass beside a sidewalk. Bomb technicians rendered 
the device safe. The Moonee Valley Crime is Investigating 

the incident.
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(U) The following data is derived from the Explosive 

Reference Tool (EXPeRT) and requires SIPR or SIPR-

REL to access.

To request access to the EXPeRT, visit: 

http://tedac.fbi.sgov.gov/Expert/siprnet_main.cfm

http://tedac.fbi.sgov.gov/Expert/siprnet_main.cfm
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(U) Products uploaded by TEDAC into the Explosive Reference Tool (EXPeRT): 23 – 29 April 2020

FBI# SOURCE SUBMITTER ID DESCRIPTION

080207833 Iraq CEXC IZ/15134/07 Nuclear DNA – Pressure Switches, Tape and Wire (U)

080220695 Iraq CEXC IZ/16665/08 Nuclear DNA – Pressure Switches, Tape and Wire (U)

090118620 Iraq CEXC IZ/23221/08 Nuclear DNA – Welding Gloves and Fabric (U)

2019-01229-18 Philippines SOFEX/RP/1121000/19 Explosives Chemistry – Powder Sample, Prill Sample and Det Cord (U//FOUO)

2018-02513-12 Philippines SOFEX/RP/1099153/18; 

RMACP-PHL-18-0009

Explosives Chemistry – Plastic Bottle with Various Materials (U//FOUO)

2020-00002-1 Afghanistan BAF-19-0720; KB299/98 Explosives Chemistry – Powder Sample (U//FOUO)

2020-00029-1 Afghanistan BAF-19-0810 Explosives Chemistry – Sample from Material (U//FOUO)

2019-02964-6 Pakistan PK/OK/19 Explosives Chemistry – Tape, Metal Spheres and Debris (U//FOUO)

2019-03076-6 Afghanistan BAF-19-0909 Explosives Chemistry – Soil Sample (U//FOUO)

2018-00530-9 Afghanistan TEDAC/AF/ZW/17 Latent Print Summary – Identified and Unidentified Prints (U//FOUO)

2018-02972-1 Iraq SOFEX/IZ/1107426/18 Latent Print Summary – No Suitable Prints (U//FOUO)

2019-00396-14 Syria WEAT/SY/BRN-17-0160/17 Latent Print Summary – Unidentified Prints (U//FOUO)

2019-02512-7 Cameroon TEDAC/CM/AZ/19 Latent Print Summary – No Suitable Prints (U//FOUO)

091006675 Afghanistan AF/2302/09 Latent Print Summary – Unidentified Prints (U//FOUO)

140922660 Afghanistan AF/1054839/14 Latent Print Summary – Identified and Unidentified Prints (U//FOUO)

2019-02613-7 1126112 Trace Evidence – Fabric and Thread (U//FOUO)

2019-01010_1 Syria WEAT/SY/NEL-18-0071/18 Technical Exploitation – RCIED/Remotely Armed VOIED: Custom Switching 

Circuit with a HopeRF RFM31B-S1 Module and a PIR Motion Detector

(U//FOUO)

2018-00839_1 Syria SOFEX/SY/1098631/18 Technical Exploitation – RCIED/Remotely Armed VOIED: Custom Switching 

Circuit with a HopeRF RFM31B-S1 Receiver Module and a PIR Motion Detector

(U//FOUO)

2018-00880_6 Syria WEAT/SY/NEL-17-SYR-

0056/17

Technical Exploitation – RCIED: COTS ZK1PA2 Learning Code Remote Control 

Switch with a ZAB-ZW17 Receiver Module (U//FOUO)

2018-00880_6 Syria WEAT/SY/NEL-17-SYR-

0056/17

Technical Exploitation – RCIED: COTS ZK1PA2 Learning Code Remote Control 

Switch with a ZAB-ZW17 Receiver Module (U//FOUO)

http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173749&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173750&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173751&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173766&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173758&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173753&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173754&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173759&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173752&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173773&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173761&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173760&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173774&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173771&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173772&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173767&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173764&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173757&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173748&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173747&FromPage=DocSubRpt
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(U) Products uploaded by TEDAC into the Explosive Reference Tool (EXPeRT): 23 – 29 April 2020

FBI# SOURCE SUBMITTER ID DESCRIPTION

2018-00880_6 Syria WEAT/SY/NEL-17-SYR-

0056/17

Technical Exploitation – RCIED: COTS ZK1PA2 Learning Code Remote Control 

Switch with a ZAB-ZW17 Receiver Module (U//FOUO)

2019-01352_1 Afghanistan AF BAF-19-0248/19 Technical Exploitation – RCIED: ZB-DYK3000-4 4-Button Appliance Controller 

and Three Custom Switching Circuits with SZ_YY_100101 Receiver Modules

(U//FOUO)

2018-00880_2 Syria TEDAC/SY/NEL-17-SYR-

0056/17

Technical Exploitation – VOIED: Custom Anti-Tamper Switching Circuit

(U//FOUO)

2018-00880_2 Syria TEDAC/SY/NEL-17-SYR-

0056/17

Technical Exploitation – VOIED: Custom Anti-Tamper Switching Circuit

(U//FOUO)

2018-00880_2 Syria WEAT/SY/NEL-17-SYR-

0056/17

Technical Exploitation – VOIED: Custom Anti-Tamper Switching Circuit

(U//FOUO)

2018-00880_2 Syria TEDAC/SY/NEL-17-SYR-

0056/17

Technical Exploitation – VOIED: Custom Anti-Tamper Switching Circuit

(U//FOUO)

2019-00927_1 Yemen SOFEX/YM/1116717/19 Technical Exploitation – RCIED: Custom DTMF Decoder (U//FOUO)

2019-02133_1 Afghanistan WEAT/AF/BAF-19-0581/19 Technical Exploitation – COTS: Doorbell Receiver (U//FOUO)

2019-03078_1 Afghanistan WEAT/AF/BAF-19-0916/19 Technical Exploitation – COTS: Roshan SIM Card (U//FOUO)

2018-01883_3 Syria WEAT/SY/NEL-18-SYR-

0028/18

Technical Exploitation – RCIED/VOIED: MTR Vehicle Alarm Receiver

(U//FOUO)

2019-01770_1 Afghanistan WEAT/AF/BAF-19-0276/19 Technical Exploitation – RCIED: Custom Switching Circuit with a ZW23-J 

Receiver Module (U//FOUO)

2019-00705_1 Syria SOFEX/SY/1109900/18 Technical Exploitation – RCIED: ZK1PA2 Learning Code Remote Control Switch 

with ZAB-ZW17 Receiver Module (U//FOUO)

2018-01883_3 Syria WEAT/SY/NEL-18-SYR-

0028/18

Technical Exploitation – Time IED: Modified COTS Digital Alarm Clock

(U//FOUO)

2019-01230_1 Philippines SOFEX/RP/1119217/19 Technical Exploitation – Unmounted Custom Switching Circuit (U//FOUO)

2019-01352_1 Afghanistan AF BAF-19-0248/19 Technical Exploitation – RCIED: SZYY3K YK3000-4 4-Button Appliance 

Controller and Three Custom Switching Circuits with YY3K2.11 Receiver 

Modules (U//FOUO)

http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173746&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173755&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173762&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173775&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173763&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173776&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173765&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173769&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173768&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173779&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173770&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173778&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173780&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173777&FromPage=DocSubRpt
http://tedac.fbi.sgov.gov/expert/framed_results.cfm?CaseID=100000173756&FromPage=DocSubRpt
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Please Direct Questions to:

C3 Facilitation Cell
C3_Facilitation_Cell@fbi.gov

(256) 213-2067


